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**Topic:** Employee monitoring technologies

**Thesis:** In this paper I will argue that although there are significant potential benefits in using monitoring technologies and software in the workplace, the risks to privacy, the impact on the trust of employees, and the costs associated with the integrity render the use of this technologies unethical.

**Section 1:** The risks to employees in monitoring their devices and working place are significant and render the pursuit of such action unethical

* Companies shouldn’t monitor/spy on their employees while working, specially without their awareness
  + Counter-point: It will encourage an promote an increase in productivity
    - Counter-Counter-Point: Employees have personal life, and they should have the option to consent to it.

**Section 2:** It is unethical to believe that by encouraging an environment like such will improve the company productivity.

* Companies don’t have a right to monitoring employees in secret
* Companies don’t have a right to monitoring employees outside working hours
* It’s wrong for employers to collect personal/sensitive data through these software

**Section 3:** The costs associated with putting employees trust in jeopardy would be less beneficial to employers

* The companies can become subject to negative review from employees

**Section 4:** While there are benefits to the deployment of these technologies in the workplace do exist, they are insufficient to overcome the negative effects

* Humans have a life to privacy, and this strictly violates their right to such
* It creates insecurities and trust issues between the employees and the companies which can lead to major problems in the workplace
* **Counter-Point:** ...

**Conclusion**